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Introduction

Why was Google, an internet search provider, so 
interested in the results of the FCC 700 MHz 

spectrum auction? A decade ago, business professionals 
were forced to quickly learn about the Internet. Modems, 
servers, the World Wide Web and e-commerce became 
part of the business lingua franca. We believe that now it 
is vital for business to learn about wireless. Just as pig-
ments of paint permeate a canvas, wireless signals are now 
beginning to permeate the atmosphere.  Wireless concepts 
and technologies such as 3G, Wi-Fi, WiMAX, RFID, 
navigation systems, and municipal wireless networks will 
transform the way organizations do business and become a 
core component of the global economy. Traditional wired 
technologies will be relegated to legacy niche applications 
and consumer demand will expand as users migrate from 
fixed Internet access to lower cost ubiquitous access. By 
2012, IDC expects nearly 75% of the U.S. workforce and 
80% in Japan to be mobile. According to the Wi-Fi alli-
ance and In-Stat, about 300 million Wi-Fi chipsets were 
shipped in 2007, and In-Stat expects 700 million devices 
will ship with Wi-Fi on board by 2010, and by that time 
Wi-Fi enabled devices will exceed notebook shipments. In 
short, Google and other firms realize that we are sitting on 
the cusp of another technology-fueled business revolution, 
one that will require creative exploitation and harnessing 
of the capabilities of wireless. 

This paper is a first attempt to treat the current set of 
wireless technologies as an integrated concept. We refer 
to this state of wireless development as Wireless 1.0 and 
present an integrated layered model that organizations 
can apply to develop new capabilities and innovative new 
products and services. A new perspective is needed for 
managers because wireless has the potential to disrupt 
existing business operations and models and also to create 
new forms of business opportunities and industries. Why 
is wireless 1.0 so important? Consider the following three 
trends:

The increasing virtual firm: The structure and conduct 
of business is changing rapidly in even the most tradi-
tional organizations. Business operations are increasingly 
conducted by workers sitting in airport lounges using 
BlackBerry’s. Elaborate corporate offices are being replaced 
by hotelling. Newer flatter entrepreneurial firms now meet 
in coffee shops to conduct business. They don’t have PBX 
telephone exchanges and run the business from their cell 
phone. Many professionals such as doctors are essentially 
mobile workers, they increasingly consult, diagnose, and 
prescribe from multiple locations and wireless can change 
their practice to anytime anyplace. The supply chain and 
distribution channels are at their most basic the process 
of managing objects that move from one place to another. 
When UPS maintains your inventory using wireless as a 
linchpin; the concept of traditional warehousing, starts 
becoming obsolete. Finally, the financial justification for 
installing a wired infrastructure is increasingly problem-
atic. It is likely that wired and wireless infrastructures will 
co-exist in the immediate future, the challenge is identify-
ing where each makes the most sense. Understanding wire-
less 1.0 is now more than ever a critical requirement for 
the increasing virtual firm. 

The convergence avalanche: The technology, telecommu-
nications, and media industries are at a collision course. 
The idea of convergence where the computer becomes 
ubiquitous and becomes indistinguishable from the 
phone and the television is being implemented today. The 
distinctions between voice, data, and video are quickly 
becoming obsolete. The Apple iPhone is just the start of 
an avalanche of new convergent products and services 
that are being envisioned. These convergent products and 
services will require a ubiquitous high bandwidth wireless 
infrastructure. Wireless 1.0 represents tremendous chal-
lenges and opportunities for venture capitalists, managers 
of technology, telecommunication, and media firms, and 
legislators. 

Is cutting the wire, the next great source of competi-
tive advantage?  Wireless 1.0 realized to its full potential 
is a disruptive technology. Just like the railroads or the 
telephone changed competition by forming physical 
linkages, wireless will change the landscape by affording 
new business models by cutting the wire. Cutting the wire 
requires rethinking our basic assumptions. The firms who 
are nimble enough to realize the opportunities afforded by 
wireless 1.0 will likely be the market leaders of tomorrow. 

This new form of communication could have some utility.
Guglielmo Marconi, 1899

(inventor of practical radio communication)

Wireless 1.0 provides a model that  
organizations can apply to develop 
new capabilities and innovative new 

products and services.
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Just like the telephone or Internet connectivity is now part 
of every industry, wireless will be part of even the most 
unlikely industry. For example, Progressive Insurance is of-
fering wireless monitoring devices that plug into consumer 
automobiles and influence pricing, while coffee shops now 
need to consider Wi-Fi access in their standard business 
model to remain competitive. 

The main purpose of this paper is:
The wireless 1.0 model affords managers an analyti-1. 
cal tool for thinking about the feasibility and role of 
cutting the wire in their industry. 
Wireless technologies are immature and the physical 2. 
characteristics of wireless fundamentally complicates 
decision making. The wireless 1.0 model identifies 
the most important issues. 

Background

A key long term enabler in the evolution of wireless 1.0 
is that governments in several nations made certain 

bands in the radio frequency (RF) spectrum available for 
use by cellular providers and other users. These RF bands 
are used for cordless telephones, remote-controlled keys on 
cars, wireless LANs, and of course cell phones. The emer-
gence of related wireless technologies is also enabling new 
capabilities. Bluetooth enables short range interconnection 
among devices so that for example, cell phones can auto-
matically exchange directory information with on-screen 
automobile navigation systems. RFID allows applica-
tions that remotely update pricing and specifications on 
products while they are sitting in a truck on its way to a 
distribution center. Cellular 3G networks could soon offer 
near ubiquitous connectivity.  There is a view that a new 
kind of convergence is underway that will impact all forms 
of communication including the wired telephone, cellular, 
television, and wired Internet access, so that all connec-
tions will eventually be supported via the same (interoper-
able) wireless infrastructure. Entire new generations of 
multi-mode products are now possible, such as handheld 
computing-communication-entertainment devices that 
use Wi-Fi, LAN, Cellular, and Bluetooth to provide near 
universal connectivity. The processors, packaging, screens, 
storage, power cells, and software to produce innovative 
new products and services have improved greatly; it is the 
lack of a ubiquitous, coherent, compatible, competitive, 
and integrated wireless infrastructure that is keeping new 
products such as the Apple iPhone from being much more 
useful to consumers and organizations.   

Emerging wireless technologies are complicated. 
The development of wireless is not dictated by a central 

controlling authority or industry. Instead, the wireless 
landscape is being shaped by government (de)regulation, 
political lobbying, technological discoveries and improve-
ments, changing consumer needs, industry alliances to 
create standards, availability of the radio-frequency (RF) 
spectrum, and the often divergent competitive strategies 
of computing firms, traditional telephone companies, con-
sumer electronics, and the entertainment industry. These 
forces have led to a bewildering array of choice-sets for 
fulfilling different kinds of requirements. In a recent global 
survey traditional e-mail was selected as the most frequent 
use of wireless, even though the respondents said that their 
focus was to develop and use completely new wireless ap-
plications and services1. We believe this is because current 
models make it difficult for organizations to fully analyze 
the capabilities and potential afforded by wireless. 

The wireless 1.0 model presented in the next section 
has five underlying themes and assumptions: 1. Wireless 
connectivity is more useful if it is ubiquitous. 2. Wireless 

technologies are more useful if integrated together. 3. All 
wireless technologies will migrate to Internet centric data 
connectivity. 4. For the short term, wireless technologies 
will need to connect with the wired world. 5. Wired tech-
nologies such as Ethernet are now relatively stable and can 
be treated like a black box. In the future, wireless technol-
ogies will reach the same status as wired, and papers like 
these will become less important. 

The material presented in this paper is based on: (a) 
research and laboratory testing experience with RFID (Asif 
and Mandviwalla, 2005) and wireless, (b) writing the busi-
ness case for the Philadelphia municipal wireless project 
(Jain, Mandviwalla, and Banker, 2007), (c), analysis of the 
needs and preconceptions of 110 potential users of wireless 
(Jain, 2006), (d) an analysis of municipal wireless networks 
(Mandviwalla et al., 2008), (e) a global survey of 82 corpo-
rate users on wireless applications (Mandviwalla and Jain, 
2006), and (f ) wireless industry analysis conducted for and 
with a venture capital group.  Our approach is determinis-
tic and rooted in specific technologies that will be relevant 

A new kind of convergence is  
underway so that all connections will 
eventually be supported via the same 
interoperable wireless infrastructure. 
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in the next three years. We believe new organizational ca-
pabilities and innovation can come from deep insights of 
available resources, and wireless is one type of resource. 

Wireless Layer Model

layer 5 Competitive environment

layer 4 Architectures

layer 3 Management

layer 2 Devices

layer 1 spectrum

Table 1: Wireless 1.0 Layer Model 

We present an abstract layered model of wireless (see 
Table 1). The model is loosely based on the well known 
seven layer Open Systems Interconnection Basic Reference 
Model (also known as the “OSI model”). The OSI model 
is useful for technical personnel who need to design and 
build networks; the model presented below is oriented 
toward managerial decision makers. Each layer provides 
critical services to the layer above and is dependent on the 
layer below.  The layer concept is useful because it provides 
a way to separate the many different complex issues that 
impact wireless. Since each layer builds on each other, 
the model also provides a way to holistically consider the 
entire ecology of wireless.    

The first layer refers to the wireless spectrum.  Ana-
lyzing the spectrum is important for assessing the basic 
capabilities and limitations of wireless.  Wireless devices 
are analyzed in the second layer. Layer three focuses on 
how wireless technologies are operationally managed. In 
the fourth layer, the capabilities and limitations of wireless 
architectures are discussed. The fifth and final layer analy-
ses the complex competitive environment of wireless.    

Wireless Spectrum

The wireless spectrum layer is based on radio frequen-
cies, channel usage, and bandwidth. Radio frequen-

cies impact the available channels for connectivity, channel 
usage refers to different techniques for getting data into 
and out of the radio frequency spectrum, and bandwidth 
is the amount of data transmitted in a given time period 
through the available wireless spectrum.    

Channel Availability
The “distribution channel” for wireless is nature’s 

radio frequency spectrum2. Frequencies tend to special-
ize by application. For example, lower frequencies are less 
absorbed by objects and obstructions and are used for 
submarine and subterranean communications, and higher 
frequencies are less likely to be reflected by the ionosphere 
(see Table 2). The wireless spectrum is typically managed 
by national governments and by international agreements 

Name Frequency Typical applications

(Various low 
frequencies)

3–30000 Hz submarine & subterranean communications, 
avalanche sensors, heart rate monitors

low frequency 
(lF)

30–300 kHz Time signals, AM long wave broadcasting, RFID

Medium 
frequency (MF)

300–3000 kHz AM medium wave broadcasts

High frequency 
(HF)

3–30 MHz shortwave broadcasts and amateur radio

Very high 
frequency 
(VHF)

30–300 MHz FM and television broadcasts

Ultra high fre-
quency (UHF)

300–3000 
MHz

Television broadcasts, mobile phones, wireless 
lAN, Bluetooth, ground-to-air and air-to-air com-
munications, RFID

super high fre-
quency (sHF)

3–30 GHz Microwave devices, wireless lAN, Radar

extremely high 
frequency (eHF)

30–300 GHz Radio astronomy, high-speed microwave radio 
relay, RFID

Table 2: Radio Frequency Spectrum3
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brokered by the International Telecommunications Union 
(ITU). Active management is required because wireless 
signals travel through open space and can easily interfere 
with each other. This is a key difference in analyzing the 
advantages and constraints of wireless as compared to 
wired. In the U.S., the Federal Communications Com-
mission (FCC) agency regulates private sector use of the 
spectrum through regulations and multi-billion dollar 
auctions for available frequency.  Most of the frequencies 
listed in Table 2 in the U.S. have all been already allocated 
for governmental, licensed, and unlicensed applications 
(see Office of Spectrum Management, 2003). For ex-
ample, 88 MHz to 108 MHz is allocated for FM radio. 
If a nearby “pirate” radio station starts using a frequency 
allocated to a local station, then you will hear the pirate 
station, not the local station you selected on your radio. 
Governing organizations have set guidelines for frequency 
use including purpose, location, and the amount of power 
(signal strength), as well as penalties for misuse. 

Some frequencies have been made available for unli-
censed usage meaning that any manufacturer can develop 
and market devices that operate in those frequencies and 
their customers do not need to get a usage license. In the 
U.S., 900 MHz, 2.4 GHz and 5.8 GHz are available for 
unlicensed use and known as the Industrial, Scientific, and 
Medical (ISM) bands4. Cordless phones, and RFID tags 
use the ISM bands and most home wireless LAN routers 
use the 2.4GHz band. The unlicensed frequencies are thus 
increasingly crowded and face reliability challenges. Inter-
ference management is one of the ways that manufacturers 
can differentiate themselves with devices that operate in 
the unlicensed frequencies.  

Wireless has unique properties that influence range 
and bandwidth. (a) Signals degrade over distance and at a 
much higher level when higher frequency bands are used. 
For example, with all other aspects being equal, signals 
in the 3.5GHz band (which is targeted for WiMAX) 
will be received at 20 times less power than signals in the 
800MHz band (currently used for cell phones) (Andrews 
et al., 2007). (b). Signals further degrade when they 
encounter trees and buildings. This type of degradation 
is impossible to accurately predict and brings significant 
variability into predictions of reliability and range. (c). 
Signals get reflected and changed by various surfaces and 
slightly different versions arrive at the intended destina-
tion. Therefore, a portion of the signal is lost or fades. 
Signals at higher frequencies fade more than signals at 
lower frequency bands. 

What is striking is that it is therefore virtually 
impossible to estimate the range and bandwidth of each 
frequency in advance. Atmospheric conditions, interfer-

ence from objects, terrain, presence of other signals, and 
even the salinity of water create significant uncertainty5. 
There are formulas available that can calculate propagation 
(range) and signal to noise ratio (interference) but they 
cannot fully account for the environment. One implica-
tion is that wireless transmissions will in the short run be 
inherently more difficult to manage and guarantee than 
wired. Engineers and firms that have real world experience 
in specific geographic regions on particular frequencies 
will have a significant advantage over new entrants. 

All of the above means that certain frequencies are 
considered more valuable than others. That is the reason 
for the recent intense interest in the 700 MHZ FCC 
auction. The 700 MHZ frequency range is known as 
“beach front property” because it has desirable physical 
properties and tradeoffs for achieving reasonable range and 
high speed and there is a knowledge base of people and 
technologies already available (it has been used for many 
years for television broadcasting).  

In the short run, frequency availability will continue 
to be a problem. Wireless products will have to opt for 
increasingly sophisticated interference avoidance schemes 
that require costly components to provide good perfor-
mance in the freely available unlicensed bands. Alterna-
tively, wireless firms will need to seek new bands through 
expensive acquisitions or legal processes and fund the 
development for basic electronic components for these 
new bands. Manufacturers are also working on more cost 
efficient multimode components that allow one device to 
work with multiple frequencies. This may allow creative 
exploitation of available frequencies. 

To summarize, a wireless connection can only occur 
if a frequency or path is available for the signal to go 
through. There are only a limited number of frequencies 
available and the current structure creates a potential bot-
tleneck for new technologies. Whoever controls the avail-
able and most desirable frequencies essentially controls the 
“right of way.” Creative partnerships with existing owners 
of relevant bands may provide an interesting alternative 
and opportunity for new products and services. 

Whoever controls the available and 
most desirable frequencies essentially 

controls the “right of way.”
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Channel Usage
The previous section analyzed the availability of 

channels to transmit data, this section focuses on how the 
data is sent and received, i.e., how the channel is utilized. 
Imagine that a highway represents an available frequency 
range from the previous section and the lanes on that 
highway represent the channels. Continuing that analogy, 
if the goal is to send as many people as possible through 
the highway, then the kind of vehicle used (small vs. large) 
is the “modulation” scheme, and “multiplexing” is how 
multiple vehicles are sent on the same lane. 

Modulation refers to the process of manipulating a 
signal so that it carries a message6. Sophisticated modula-
tion techniques have been invented to pack even more 
data into a signal and continue to be improved. Multiplex-
ing is how multiple signals containing different messages 
can be sent without interference through a single channel. 
Varying time and frequency are the basic elements of most 
forms of multiplexing; however they are often used togeth-
er or with other schemes. Multiplexing is needed because 
a single signal uses only a fraction of a channel’s capacity 
and there are only a limited number of channels (frequen-
cies) available7. Wireless applications require multiplexing 
to support multiple users, as well as to support multiple 
data streams for the same user (e.g., streaming video and 
web browsing). 

Whether one form of modulation or multiplexing is 
superior to another is a debate for scientists and engineers. 
The more obvious schemes have already been imple-

mented and future improvements will require complex 
mathematical techniques and sophisticated and costly 
components that can handle ever more subtle changes in 
the signal to differentiate between a 0 and a 1. Modula-
tion and multiplexing are important in analyzing how 
data is transmitted. However, existing techniques such as 
OFDM8 have been shown to be superior in many different 
contexts, and variations are now prevalent in most current 
wireless architectures; the performance differences are now 
minor. Unless a dramatic new invention occurs, managers 
can treat the performance characteristics of the techniques 
as black boxes. 

The most relevant managerial issue then is the actual 
performance realized by combining available channels 
with various channel usage techniques. Performance is 
typically referred to as bandwidth and is measured in 
bits per second (bps)9. The actual speed in which data is 
transferred is dependent on several factors including the 
efficiency of the modulation scheme, and how tightly 
packed the data is. There is also a difference between theo-
retical bandwidth and realized performance, also known as 
“throughput.” All wireless signals experience interference 
and degradation in real world conditions. For example, 
802.11g Wi-Fi supports a theoretical bandwidth of 54 
Mbps while actual throughput is much lower at 7-15 
Mbps. 

Another important managerial issue is interoperabil-
ity. Manufacturers and wireless providers have mapped 
out their distinct highways on frequencies they control 
and the vehicles for data sent through these highways are 

Key Wireless Spectrum Issues
There is only a fixed, limited range of frequencies available in nature. 1. 
There is a relationship between available frequency bands and desired usage. 2. 
Range, bandwidth, and other factors such as the ability to pass through build-
ings vary by frequency band. 
Wireless transmission varies unpredictably by frequency, environmental condi-3. 
tions, and intended use. Experienced users have a significant advantage. 
A major focus of wireless engineering is the efficient use of the spectrum. The 4. 
pace of innovation has slowed down and new significantly more efficient mod-
ulation and multiplexing schemes are unlikely. 
A more recent focus is the creative business model exploitation of existing fre-5. 
quencies through pay-per-use and other schemes. 
A scientific breakthrough related to the above limitations will completely 6. 
change the wireless ecology. 
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incompatible with the ones used on other highways. That 
is one of the reasons why the current wireless infrastruc-
ture affords limited interoperability. Nor will this situa-
tion change any time soon. The choice of frequencies and 
the scheme to physically transmit signals is made at the 
chipset level, so there are no “software” upgrades that can 
be applied to increase interoperability. 

Devices
Clients

In the wireless 1.0 model, the first important type 
of device is a client. A subscriber station or more simply 
client is the term for a device that connects to available 
channels (see Figure 2). For instance, a laptop equipped 
with Wi-Fi is a subscriber station in a Wi-Fi network. 
The actual hardware required for connectivity is typically 
found on a “chipset” - a set of chips that work together 
and are placed on cards, motherboards, inside cell phones, 
or RFID tags. A small antenna that is either embedded 
inside the device or protrudes out connects to the chipset 
and transmits/receives the signals. Chipsets are generally 
limited to a particular set of frequencies, so for example, a 
2.4 GHz Wi-Fi chipset can never transmit/receive on the 
1900 MHz band used in the U.S. for cell phones. With 
increased cost and complexity, it is possible to embed dif-
ferent chipsets that operate on different frequency bands 
into the same client device. For example, many laptops 
now come with both the Bluetooth and Wi-Fi chipsets. 

Chipsets determine the key attributes of wireless 
devices including the channel, channel usage (the modula-
tion and multiplexing schemes), bandwidth, range, power 
draw, and form factor10. Wireless components account for 
a major portion of the power consumption in portable 
devices (Pering et al., 2006). Power management is there-
fore a very important attribute of any wireless client. Form 
factor refers to size and shape and impacts usability and 
functionality, which in turn impacts the final footprint 

of wireless devices such as the “thinness” of a cell phone. 
As a technology matures, manufacturers produce single 
chip products that embed all relevant functionality on one 
chip. Figure 2 shows a single chip implementation of Wi-
Fi. These single chip designs tend to require less power, 
are easier to use in creating new products, and enable 
even smaller devices. Availability of such single chips will 
heavily influence the form factor and portability of all new 
emerging wireless hardware. 

The client devices also require software drivers for 
basic operations and applications to utilize the connectiv-
ity. The drivers are typically embedded into operating 
systems (e.g., Windows XP) and for mature technologies 
such as Wi-Fi; they are relatively stable and transparent to 
the user. The drivers only tend to be an issue early on in 
the stage of a completely new standard. Wireless clients 
designed for Internet access such as laptops, PDA’s, and 
some cell phones include multi-purpose operating systems 
with integrated applications such as Windows Mobile or 
the Symbian mobile operating system. Cellular, Wi-Fi, 
and WiMAX include software designed to support con-
nectivity, while Bluetooth and RFID also include applica-
tion software embedded into the hardware. Bluetooth for 
example, includes software that allows two clients to au-
tomatically negotiate a connection and share data as well 
as data definitions; this is how your Bluetooth enabled 
phone can automatically show your phone directory in the 
car LCD screen. RFID includes limited special purpose 
instructions that allow for automatic identification and 
authentication.   

Our analysis indicates that most wireless clients com-
pete on connectivity and attributes such as reliability (“can 
you hear me now?”) or bandwidth. The Apple iPhone 
arguably raises the bar by also competing on applications 
and usability enhancements that leverage wireless beyond 
simple connectivity. Managers also need to understand 
that in theory, the chipsets and software are available today 
to create a multipurpose device that could access the full 

WiMAX client
(source: airspan.

com)

Wi-Fi 802.11n chipset and 
card

(source: intel.com)

iPhone
(source: Apple.com)

Wi-Fi 802.11b Single 
chip

(source: Broadcom)

Figure 2: Wireless Clients
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frequency spectrum. This “do everything” device could 
provide AM/FM service, access the CB radio network, tap 
into GPS signals, receive television broadcasts, access Wi-
Fi hotspots, connect to Bluetooth devices, read and write 
RFID tags, and of course operate as a video and voice 
phone. Such a device may not be practical today because 
it will require different chipsets resulting in high costs, 
complexity, high power requirements, and a relatively large 
form factor11. A scientific breakthrough in power cells or 
in chipset design could suddenly make such devices much 
more feasible and completely change the wireless world. 
A single programmable chipset and associated software 
that can “dial into” any available frequency could also 
make such a device practical. It is unclear if such a device 
is needed, and even if there was demand for such a device, 
it would still need a ubiquitous, reliable, high bandwidth 
network. 

Base Stations
The second major type of device is the base station 

and the underlying network.  A base station, also known 
as an access point, is the device that communicates and 
provides services to a subscriber station (the client) (see 
Figure 3). For instance, the Wi-Fi access point in figure 3 
is a base station in a Wi-Fi network. In cellular telephony, 
the base station is owned and managed by the cellular 
service provider and typically referred to as the cell phone 
tower. In RFID, base stations include stand alone read-
ers or larger fixed installations such as toll booths. The 
base station must be able to transmit/receive at the same 
frequency as the client. Base stations typically include a 
software based management and operating interface. Base 
stations in the form of an access point for Internet access 
cost less than $100, while cellular base stations are ap-
proximately $200,000. 

Access Point RFID Reader 
(source: Psion)

Cell Phone Tower 
(source: www.verizon.

com)

Figure 3: Wireless Base Stations

Key Device Issues
A scientific breakthrough in chipset or battery design can completely change 1. 
the wireless ecology. 
The availability of chipsets significantly influences the availability, portability 2. 
and usefulness of current and future devices. 
Innovation in antenna design is more likely to lead to substantial improve-3. 
ments in wireless bandwidth.
Chipsets are specialized by frequency. There are no general chipsets available 4. 
that will allow a manufacturer to switch from say Wi-Fi to WiMAX.  
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Clients include antennas; however, antennas tend to 
be more important in base stations12. A superior antenna 
design can improve the reliability and performance of base 
stations, this is an area where vendors can compete with 
each other given that the underlying wireless chipsets for 
mature technologies rapidly become commodity items and 
are available to any vendor. 

Base stations only create a local network and are only 
useful if they have a larger network to connect to such as 
the Internet. In RFID, the network is typically limited 
to a brief link between base and client to exchange data, 
while an access point can provide sustained connectivity 
to a larger network such as the Internet13. Our analysis in-
dicates that small mobile client devices tend to have small 
batteries and antennas which limit their effective range. 
Restrictions in the clients thus determine the range of a 
wireless network. The restrictions also influence upload 
bandwidth because in general (a) it takes more energy to 
transmit than to receive and (b) it takes more energy to 
send a signal over a longer distance at a higher speed. In 
effect, most base stations have limited ranges often of a 
few hundred feet, and they need to be close to the clients.  

Management14

Organizations with a large wireless user base will 
need specialized network management tools that 

can monitor, track, and configure the overall network 
and all connected devices. Such tools and the associated 
personnel needed to manage the wireless network are a 
significant cost associated with wireless. In this section, we 
outline issues specifically related to managing wireless 1.0 
network’s (it is beyond the scope of this article to cover 

general network management concepts). These issues take 
into account the constraints and opportunities afforded 
by wireless devices and the availability of wireless spec-
trum, i.e., the other layers of the wireless 1.0 model. They 
also incorporate the concerns and interests of corporate 
IT management. The latter is based on a global survey of 
corporate IT professionals (Mandviwalla and Jain, 2006)15. 

Standards and Maturity
Standards are a key determinant of wireless adoption 

and use. More than 80% of survey respondents said that 
the maturity and standardization of wireless technology is 
driving adoption decisions, and more than 90% said that 
compatibility with existing infrastructure was an important 
consideration. Further, the future of most wireless architec-
tures is dependent on the development of key standards. 
The Institute of Electrical and Electronics Engineers (IEEE) 
is a non-profit professional association of engineers that has 
pioneered many of the networking standards in use today16. 
This is in contrast to the rest of the computer industry where 
standards are often based on market forces. However, the 
open and consensus based approach of IEEE is now under 
criticism for being too slow (Garretson, 2007).  The Wi-Fi 
alliance and WiMAX forum are newer industry led orga-
nizations that certify wireless products and have reduced 
the importance of IEEE since they are willing to certify 
standards even at the draft stage. But they are membership 
driven, and future success is dependent on the goodwill of 
all their industry members. One powerful company could 
derail the process as exemplified by the HD DVD vs. Blu-
ray video disc rivalry. The long term future of standards 
development is therefore a substantial risk and may require 
a complete overhaul to support ubiquitous wireless services. 
For example, standards groups may need to work at higher 

Architecture Frequency  
Bands

Power draw Range Bandwidth

Cellular (varies per region and coun-
try)

<100mW – 
700mW 

300 – 
3000ft

40Kbps – 1 
Mbps

Wi-Fi 2.4GHz or 5GHz 300 – 1000mW 30 – 300ft 2 Mbps – 25 
Mbps

WiMAX 2.5GHZ or 3.5GHZ 10 – 500mW 1000 – 
3000ft

10-20Mbps

Bluetooth 2.4 GHZ 250uW - 2.5mW 3 – 30ft 50Kbps – 1 
Mbps

RFID (varies)
13.56 MHZ for passports and 

smart cards

30 – 200mW 1 – 10ft 1 - 100Kbps

Table 3: Wireless Architectures22
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levels of abstraction and consider models like wireless 1.0. 
A further challenge for managers is standards proliferation 
and churn. Market forces increase pressure to roll out new 
standards, yet too many new standards mean ever changing 
and potentially incompatible products. 

Quality of Service
From a Quality of Service (QoS)17 perspective there 

are five different kinds of traffic: gaming, voice, streaming 
media, data, and video. Each kind of traffic has differ-
ent characteristics such as real time versus asynchronous, 
streamed versus cached, bandwidth needs, and tolerance 

for delay (see Andrews et al., 2007 for additional analysis).  
QoS is a relatively well understood area in networking 
and though wireless has unique characteristics such as the 
need to conserve power and handoff (see below), most 
of the concepts from the wired world are applicable. The 
challenge for application in the wireless 1.0 model is that 
most of the current wireless standards do not support 
QoS. Another challenge arises when wireless traffic crosses 
network boundaries, because different networks may offer 
different tiers of QoS.   

Generation Traffic 
Type

Description and Data Options

1G Primarily 
voice

Analog signals between clients (phones) and base stations (towers)

2G Primarily 
voice

Digital signals between clients (phones) and base stations (towers). Global sys-
tem for Mobile Communications (GsM) is the dominant cellular standard around 
the world. Code Division Multiple Access (CDMA) is popular in the U.s.  

2.5G Voice 
and data

There are two options for data: 1. General packet radio services (GPRs) provides 
35 Kbps average bandwidth. 2. enhanced Data rates for GsM evolution (eDGe) 
provides 75-135Kbps (may be categorized as 3G). 

3G Voice 
and data

There are two competing options for data: 1. Universal Mobile Telephone ser-
vice (UMTs) with bandwidth of about 220-320Kbps and HsPDA provides down-
load (only) bandwidth of 400-700Kbps. 2. evolution Data Optimized (eV-DO) 
with realistic bandwidth of about 500Kbps – 800Kbps (upload bandwidth limited 
to about 100Kbps). 

4G Voice 
and data

Under development. expected to provide data communications at speeds of 
100Mbps for mobile systems and 1Gbps for stationary systems.

Table 4: Cellular telephony standards and generations

Range Application

Wireless Archictectures

Rfid Bluetooth Wifi Wimax

Regional

Metro

Campus

Building

Personal

Video

Audio

Graphics

Transactional

Figure 4
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Security
Network security typically involves a tradeoff between 

access and security. Because wireless networks are often 
accessed from scattered areas they can be more susceptible 
than wired networks to attacks and interceptions. Network 
security is also a well understood and researched area in 
the wired world and most of those concepts apply to wire-
less. For example, security for wireless includes encryption, 
authentication, and message integrity verification18. Large 
scale wireless networks will require crossing multiple layers 
of the wireless 1.0 model to support levels of authentica-
tion and encryption. Such layers can for example, provide 
open access to some kinds of devices in public areas, while 
other kinds of traffic require higher level of security and 
access. 

Roaming and Handoff
Roaming and handoff19 works well in the cellular 

voice domain but is only recently being considered for 
Wi-Fi and other forms of wireless data. A seamless wireless 
network must allow users to maintain their connection 
while moving from one location to another even if it is 
serviced by a different base station. At the backend, such 
aggregated services will require complex coordination 
among multiple service providers in the areas of billing, 
security and QoS. From the perspective of the wireless 1.0 
model, there are some daunting technical challenges. For 
example, what if the frequency used by the next base sta-
tion is not supported by the client? Roaming and handoff 
capabilities will be one of the major differentiating factors 
of wireless in the future and are required if large scale wire-
less networks are to be considered viable replacements for 
corporate wired networks. 

Architectures

Wireless architectures are analyzed below as specific 
collections of technologies available for deploy-

ment. In Table 3, and below, we apply the wireless spec-
trum, device, and management layers introduced in previ-
ous sections to analyze each architecture20 (See Appendix 
I for how we created Table 3). Figure 4 further highlights 
the differences among wireless architectures21.   

Cellular 
The cellular network is the oldest most widely 

deployed wireless network and it continues to expand 
at a very rapid pace. However, it generally offers low 
bandwidth and since it was originally designed for voice, 
Internet related traffic is usually second priority22. The 
total number of cellular users is expected to hit 3 billion 
by 2010 (Wakefield, et al., 2007). The architecture of cel-
lular consists of base stations (cell towers) that are linked 
to specialized switching equipment and gateways that 
provide access to the public switched telephone network. 
The generations of cellular telephony are summarized in 
Table 4. 3G networks typically operate in the 1.7 to 2.1 
GHz frequency band. 3G or 4G networks are not stan-
dards, they are part marketing labels and part “generally 
accepted” collections of technologies. 

3G networks are typically accessed via special wireless 
access cards in laptop computers or through built-in chip-
sets in PDA style cell phones such as the Apple iPhone.  
The response to 3G has been slow. Proponents of compet-
ing technologies believe that (a) data is a low priority for 
cellular vendors whose current revenue is based on voice, 
(b) there are too many arbitrary restrictions on usage, (c), 
and the fees are too high. It is currently not possible to 
roam between different kinds of 3G networks. Neverthe-
less, the higher bandwidth of 3G is fast enough to support 
most organizational tasks. Applying the wireless 1.0 model 

Key Management Issues
Standards are currently falling behind the pace of new product introductions 1. 
and the prospects of interoperable devices in the short run are poor. 
Active quality of service (QoS) management is hard to achieve in the wireless 2. 
world.
Roaming and handoff represent the next frontier in wireless access. Firms that 3. 
can implement seamless roaming and handoff among disparate networks may 
gain a unique advantage. 



13www.ibit.temple.edu

to cellular shows that every layer is fully realized and avail-
able, and therefore, despite the slow start, we conclude 
that the cellular networks may in the end turn out to be 
the only widely available wireless architecture.  

Wi-Fi
Wi-Fi (Wireless Fidelity) is the name of the wireless 

local area networking standard based on the IEEE 802.11 
specifications. Wi-Fi architecture consists of a client that 
connects to an access point which is typically connected to 
the Internet through a wired connection. Table 5 outlines 
the most relevant Wi-Fi standards. The 802.11b/g stan-
dards do not support QoS and all users accessing a single 
access point share a fixed amount of bandwidth whether 
they fully utilize the bandwidth or not. 

The original versions of Wi-Fi also 
had limited security23. The challenge is 
that many devices such as PDAs still 
only support the early versions of Wi-Fi 
which creates a security hole if those 
devices are given access to the corporate 
wireless network. Products based on 
the 802.11n draft 2 proposal are being 
introduced in 2008 even though final 
IEEE ratification is not expected till 
2009. 802.11n draft 2 is secure, sup-
ports QoS, and supports new antenna 
designs to provide much higher bandwidth. 802.11n is 
the first Wi-Fi standard that offers a credible alternative to 
wired networks. It may now be quicker and cheaper to use 
wireless in a new branch office than to install traditional 
wired networking. There are also opportunities to rethink 
traditional office design so that employees are no longer 
tied to formal cubicles and can collaborate and work 
anywhere. The IEEE is working on a number of improve-
ments will further enhance Wi-Fi (see Appendix 2). 

Mesh, also called multi-hop networking, refers to 
connecting Wi-Fi access points together using bridges or 
nodes to form a larger overall network24. Mesh networks 
are suitable for municipal wireless networks (MWNs) 
that cover city-wide areas.  The 802.11s and the 802.11v 
specifications will in the future provide a mesh network-
ing standard and centralized management of clients and 
base stations. However, meshing is an afterthought; Wi-Fi 
was not originally intended to be meshed and this leads 
to several compromises. In wide area deployments, Wi-Fi 
mesh networks have been found to have unacceptable lev-
els of delay (latency) and difficulties with signal strength, 
leading to decreased performance. There are also interfer-
ence problems because Wi-Fi operates in the unlicensed 
2.4GHz band, and has to share spectrum with a large 
number of other applications, including other Wi-Fi net-

works. Finally, unless a booster antenna is used, the signal 
strength of mesh networks is usually not strong enough to 
penetrate buildings. In sum, proprietary Wi-Fi based mesh 
networks are useful for the short term but they will likely 
be replaced by new standards and by WiMAX (see below). 

WiMAX
WiMAX - Worldwide Interoperability for Microwave 

Access is a standard based on the IEEE 802.16 specifi-
cation. The original 802.16c standard operates in the 
10GHz-66GHz frequency range at a tradeoff of 70Mbps 
or 30 miles. Signals at such high frequencies are easily 
absorbed by buildings, relegating practical implementation 
to fixed line of sight applications. 802.16e, termed Mobile 
WiMAX, is currently targeted for frequencies around the 

2.5 GHz and 3.5GHz bands, bandwidth of 1-4 Mbps, 
range of about 1-2 miles, and support for outdoor usage, 
in a moving vehicle, or inside a building, and includes 
QoS and channel usage enhancements. Mobile WiMAX 
can challenge cellular networks with its long distance 
broadband non-line of sight capabilities. 

WiMAX is more efficient, more secure, and better 
engineered than Wi-Fi for large scale broadband wireless 
implementation25. In other words, for each layer of the 
wireless 1.0 model, we conclude that WiMAX is techni-
cally superior. WiMAX chipsets needed to manufacture 
clients and base stations are now becoming available in 
2008. However, Wi-Fi is already installed in millions of 
clients. Therefore, in the short term, large scale wireless 
projects such as municipal wireless networks tend to use 
meshed Wi-Fi for hot zones, while employing WiMAX 
for last-mile connectivity and backhaul. A fully deployed 
regional or national Mobile WiMAX network would look 
very much like the current cellular voice network in which 
the client is any device with the requisite chipset and base 
stations are analogous to cell phone towers spread over a 
region. The key difference is that the current cellular net-
work is optimized for voice while WiMAX is engineered 
for the Internet. Sprint is deploying Mobile WiMAX in 
the 2.5GHz band and calling it “4G” and expects to roll 

Standard Achievable 
Bandwidth

Range Frequency 
and 

Interference 
risk

802.11b 5Mbps 150 feet 2.4GHz, high

802.11g 20Mbps 150 feet 2.4GHz, high

802.11n
(draft 2 products 
available in 2007)

40-50 Mbps 200-300 
feet

2.4, 5GHz, 
varies

Table 5: Wi-Fi Standards
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out service by the end of 2008. 

RFID
RFID (Radio Frequency Identification) refers to a 

set of technologies that was originally conceived in World 
War II to identify friendly aircraft. RFID today is used 
to identify and track objects as well as niche applications 
such as replacements for tool booth collectors on freeways. 
RFID is not designed to enable Internet access; instead 
RFID enables communication to objects such as prod-
ucts. The architecture of an RFID system includes clients 
(called tags that are placed on or embedded into prod-
ucts), base stations (antenna and readers), and the software 
to control the tags and readers. The tags can typically store 
up to 10 Kbits of data and are differentiated by intended 
use, size, and shape and whether or not data can be writ-
ten to them (see Figure 5). The bandwidth of tags and 
readers is generally low and ranges from 1 Kbps to about 
120 Kbps. 

One challenge for managers envisioning global 
inventory management applications is that the frequencies 
authorized for RFID vary across countries so a tag and 
associated frequency that is legal for use in the U.S. may 
not comply with European regulations. Further, until the 
cost of tags goes down to a few cents, RFID will likely not 
be cost effective for tracking low priced goods and will 
remain useful only for pallets or higher value goods (e.g., 
controlled substances, passports). Since the tags operate 
without human intervention and by their very nature are 
simple devices, security and privacy concerns will remain 
a challenge.

RFID on the surface is completely different from 
Wi-Fi or WiMAX. Yet, at a basic level, RFID is still a 
radio transceiver with clients and base stations. It is not 
difficult to envision a future where RFID like capabilities 
are integrated with other wireless technologies to create 

new services. For example, RFID like functionality may 
be embedded into devices for authentication and identi-
fication purposes, while other chipsets are used for actual 
communication. Envision a product manager sitting at a 
cafe, who needs to change the pricing of a product on a 
store shelf across the world. The message goes through the 
Wi-Fi at the cafe using a virtual private network (VPN) 
to travel through the public Internet, and arrives at the 
corporate headquarters, receives automatic authentication, 
and is then sent through the corporate secure WiMAX 
network to the individual store, where it is transmitted 
on the store Wi-Fi to the RFID reader/writer attached to 
the specific shelf, which then updates the price, and sends 
confirmation back so that the databases of the manufac-
turer and store are updated. 

In the future, inventory management applications of 
RFID seem promising assuming the tags continue to go 
down in price. The future for consumer or other special-
ized applications is less clear. Richer applications will 

require more expensive and higher power draw chipsets.  
It then might make more sense to implement RFID like 
functionality in software and on top of general purpose 
existing architectures such as Wi-Fi or WiMAX. Over 
the long run RFID is expected to replace identification 
systems such as bar codes and magnetic strips on cards, 
and eventually there may exist dozens of RFID radios 
inside all kinds of unique objects such as keys, credit cards, 
cell phones, toll booth cards, store identification cards, rail 
passes, and others. 

Bluetooth
Bluetooth was originally conceived as a cable-free 

alternative to connect headsets and operates over the 
2.4GHz frequency band. IEEE 802.15.1 is now the cur-
rent Bluetooth standard architecture which involves con-
necting (“pairing”) clients together. In theory, Bluetooth 
supports point-to-multipoint connections but in practice 

Figure 5: RFID Tags (Clients)
Source: www.ti.com
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today it is typically used to connect two clients together 
such as a cell phone to a wireless headset. Unlike other 
wireless technologies, the Bluetooth specification also pro-
vides a control interface so that one client can control an-

other such as using a wireless Bluetooth headset to control 
cell phone functions. Bluetooth 2.1 offers a bandwidth of 
2 – 3 Mbps with a range of about 300 feet. 

The next generation of Bluetooth is based on a merger 
with another standard called Ultra-Wideband (UWB) – 
the merger is known as the WiMedia alliance. This new 
generation could provide bandwidth of up to 480 Mbps 
and potentially displace the use of Wi-Fi in the home. 
This new high bandwidth fully integrated technology can 
disrupt the wireless 1.0 layer’s by reducing the distinc-
tion between hardware, software, and management.  In 
Bluetooth, the software and hardware is all integrated. The 
WiMedia alliance also includes a technology called Wire-
less USB whose original goal was short-range high band-
width connectivity that would provide a wireless equiva-
lent to the now ubiquitous USB 2.0 connectors found on 
many devices.  The chipsets supporting WiMedia, Wireless 
USB, and Zigbee (yet another similar technology) are 
becoming available in 2008. Bluetooth is on the surface a 
niche wireless technology. Yet, the unique control charac-
teristics and low power requirements of Bluetooth could 
make it suitable for interesting new wireless applications. 
For example, a police officer walks past a warehouse and 
senses movement, so she sends a query through a cellular 
data link to the warehouse owner. In response, the owner 
sends a security code to the officer so she can use the local 

Bluetooth link to remotely view and control a security 
camera inside the warehouse.   

The Competitive 
Environment

According to Christensen, et al. (2004) “… although 
wireless technology could have been disruptive, 

today’s incumbent telephony companies co-opted wireless 
technologies in a way that sustained their existing business 
model.” (p. xxii). The analysis is still relevant in 2008 for 
voice; it is unclear however if it will remain so for data. 
The signals of change exist in all of Christensen et al.’s 
customer groups, including undershot, overshot, and non-
consumers, and in the actions of nonmarket players. The 
intense interest in the Apple iPhone indicates a willing-
ness by undershot customers to pay more for multimedia 
and usability enhancements. Firms continue to try and 
move into higher profit tiers by introducing incremental 
innovations such as mobile ESPN or pay-per-use naviga-
tion features in cell phones. The relative success of the no 
frills low cost low bandwidth Juno internet service and 
the growth of prepaid cell phones indicate that there are 
also overshot customers. The interest in municipal wireless 
networks and the focus on economically disadvantaged 
urban residents bring non-consumers into the market. 
Perhaps the most interesting signal of change is Google’s 
desire to influence how the frequency spectrum is auc-

Key Architecture Issues
The current cellular network is more likely to provide near ubiquitous lower 1. 
bandwidth connectivity in the short run. 
Wi-Fi has the largest penetration in homes and offices but faces significant 2. 
architectural, security, and QoS challenges. 
Municipal wireless networks (MWN) based on Wi-Fi and Mesh will likely be 3. 
supplanted by WiMAX or other technologies. MWNs represent the best hope 
for low cost, metro based ubiquitous and high bandwidth connectivity. 
WiMAX is a superior architecture for high bandwidth, ease of management, 4. 
openness, interoperability, and low cost. Yet, rollout and deployment is slow. 
RFID and Bluetooth and other specialized wireless architectures will gain more 5. 
features and bandwidth and may compete with other architectures for certain 
applications. RFID and Bluetooth could also be supplanted by “software” 
implementations of their functionality within Wi-Fi or WiMAX networks. 
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tioned and used. At the architecture level, the introduction 
of standards based WiMAX as a potential replacement 
for the traditional cellular phone architecture will create 
the modular interfaces that Christensen et al. believe are 
important for disruption. All of these signals suggest that 
it is important for managers to have a sense of the wireless 
competitive landscape, which we analyze below as the 
wireless value chain. 

The wireless value chain consists of chipsets that are 
used to produce hardware, which in turn is the basis for 
software applications, and the combination results in 
various wireless services. The radio frequency spectrum, 
backhaul, standards, and available content provide the 
“raw materials” for the construction of chipsets, hardware/
software, and services. Each element of the value chain 
and its competitive environment is discussed further below 
using the concepts developed in the spectrum, device, 
management, and architecture layers. 

Chipsets. Chipsets are the first and most basic element of 
the wireless value chain. It takes several years to design, 
test, and manufacture a chipset. Chipset manufacturers 
are large semiconductor firms such as Texas Instruments 
and Intel and boutique chipset designers such as Athe-
ros. Chipset manufacturers can dramatically change the 
wireless competitive environment by 1. Lowering the cost 
of chipsets so that they can be embedded into more and 
more devices (e.g., a major reduction in the price of RFID 
tags could supercharge adoption), 2. Reducing the size and 
power requirements of chipsets to increase the mobility 
of devices, and 3. Creating new multipurpose chipsets 

that can operate on multiple cellular, RFID, Bluetooth, 
and Wi-Fi frequencies and architectures. The combina-
tion of all or even two of the innovations above would 
enable completely new kinds of products and services. 
It is unlikely that existing chipset manufacturers will be 
displaced, but the manufacturers have the potential power 
to introduce disruption for other parts of the chain. 

Hardware and Software. Hardware and software firms 
utilize chipsets to create actual products. Manufacturers 
include traditional firms such as Motorola and Samsung, 
that design cell phones, consumer electronics firms such 
as Yamaha, that are embedding Wi-Fi and Bluetooth into 
their product lines, Microsoft which is competing with 
Symbian to control the future of wireless device operat-
ing systems, and also working on hardware devices such 
as smart phones, Apple with the iPhone, traditional 
telecommunications manufacturers such as Cisco and 
D-link that manufacture wireless routers and client cards, 
special purpose devices such as RFID readers, and even 
gaming manufacturers such as Nintendo that are embed-
ding Wi-Fi into their consoles and designing new games 
that leverage wireless connectivity. Hardware and software 
manufacturers can change the competitive environment 
by: 1. Integrating chipsets, new battery technologies, and 
highly usable software to create a “killer” application or 
device (e.g., the “Dick Tracy” Watch). 2. Establish de-facto 
standards by introducing a new breakthrough technology 
early and gaining quick acceptance (e.g., Dell started of-
fering 802.11n Wi-Fi in its notebooks before the standard 
was fully approved), 3. Create a compelling software 
application that leverages wireless and drives the market 

 

Chipset Spectrum Hardware/ 
Software 

Service 

Standards 
groups 

Content 

Figure 6: Wireless Value Chain
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for customized hardware. There is room for new entrants 
because existing firms lack the skills and orientation to 
think of wireless in a holistic manner. On the other hand, 
and as mentioned earlier in the section on spectrum, each 
wireless frequency faces unique interference and reliabil-
ity challenges that provide firms with experience with a 
particular frequency, a unique advantage. 

Services. The final element in the wireless value chain is 
the actual service (application, content, and capabilities). 
Service providers integrate hardware and software with 
connectivity to provide a service to end users or orga-
nizations. Providers include firms such as Verizon with 
their voice and data services, aggregators such as Boingo, 
which offers flat rate Wi-Fi at more than 100,000 hot 
spots worldwide, RFID solutions from IBM which offers 
consulting, implementation, and specialized software for 
product tracking, integrated products such as the Black-
berry which bundles a device and connectivity service to-
gether, specialized consumer applications such as the Blu-
etooth speakerphone feature offered in luxury automobiles 
or the EzPass toll service offered in the U.S., and content 
centric mobile applications such as the ESPN streaming 
video service offered on cell phones. Service providers can 
change the value chain by vertically integrating and con-
trolling the chipset, hardware, and software, and type of 
service offered. Providers who control valuable content or 
applications (e.g., Google) have the market and financial 
power to implement vertical integration. The likelihood of 
new entrants is very high because chipsets and hardware 
and software quickly become widely available commodi-
ties. There is also room for a kind of horizontal integration 
in which an aggregator integrates and resells services. For 
example, imagine a worldwide Internet access provider 
that has a single logon and seamless handoff among exist-
ing cellular networks, municipal wireless networks, and 
hot spots. 

Content. Content generators and information providers 
include organizations that need to share information or 
communicate with employees or customers/suppliers. For 
example, sending alerts to sales people in the field about 
recalled products, or enabling customers to check the 
status of their account. They also include entertainment 
and knowledge production firms such as the television 
and movie industry, news media, education, publish-
ers, and information search (e.g., Google) or aggregation 
(e.g., My.Yahoo) firms. Some content may be so unique 
or valuable that providers may refuse to provide it as “raw 
material” and choose to vertically integrate direct to the 
consumer. For example, the UPS device which records 
the delivery signature is a single purpose wireless device 
in which the chipset, hardware and software, and the 
service is all designed for one type of content. It is beyond 

the scope of this work to go into all the different content 
providers, but once content is available in digital form 
then wireless becomes a potential distribution channel. 
Availability of new content or the withholding of existing 
content can thus disrupt the complete value chain, result-
ing in new devices (e.g., Amazon’s new Kindle reader for 
books) or creating new demand for existing content (e.g., 
Google Maps on the Apple iPhone has arguably created a 
new distribution channel for maps).

Spectrum. The wireless spectrum cannot be expanded by 
the addition of new frequencies. Unless there is a major 
electronics breakthrough, the desirable frequencies like 
prime real estate will continue to appreciate in value and 
resulting conflict over use and application. Therefore, any 
discussion of spectrum availability is a discussion on how 
it will be allocated and regulated26. Acquiring a license 
to use a frequency is an expensive and time-consuming 
process. The approach of simply granting exclusive access 
to each potential user causes problems because there are 
too many potential applications/users and not enough 
frequencies. To make matters worse, a significant part of 
the existing allocated frequencies are unused for large por-
tions of time (Steenstrup, 2005). According to Steenstrup, 
a frequency may be allocated to a service that is not yet 
active or may be suboptimal for the desired use. There-
fore, control of a desirable frequency or frequency range is 
akin to holding the “right of way” to build a road to your 
customers using the easiest and most desirable path. Peha 
(1998) argues that the problem of frequency availability 
can be addressed by new ways to share and reuse existing 
frequencies. Peha (2007) suggests  integrating economic 
concepts such as  applying ideas from land rights manage-
ment that allow subdivision and expiration of rights, with 
technical approaches such as new forms of micropayments 
which allow “pay per use.” 

An interesting example is the FCC auction of the 
UHF TV (700 MHZ) spectrum (FCC, 2007).  The 700 
MHz spectrum is particularly valuable because signals can 
travel a long distance and go through walls and it is a well 
known frequency band since it was used for analog TV 
for many years.  The winning bidders will get access to the 
spectrum in February 2009. At one point, Google stated 
an intention to bid at least $4.6 billion on these frequen-
cies. Google required that networks using the spectrum 
be “open platforms”.  Open platforms must support any 
device, any software such as browsers, and networks which 
can connect with each other.  Also, it would be neces-
sary for providers to lease capacity to other providers.  
The FCC agreed to open devices and software, but has 
not agreed to the connection and capacity lease require-
ments.  More than 266 bidders including Google, Verizon, 
and AT&T, submitted applications.  Google eventually 
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dropped its bid. The big winners were traditional telecom-
munications corporations, such as Verizon. One implica-
tion is that those traditional firms who have capital will 
end up controlling the spectrum and leave little room for 
competition.  

Another important recent governmental development 
was when the U.S. Supreme Court reached a decision in 
Nixon v. Missouri Municipal League which confirmed that 
municipalities could set up municipal wireless networks 
(MWN) and sell access to the public. At that time, there 
were already approximately 100 MWN projects in various 
stages of progress around the country. However, all of 
these were in small municipalities. The Supreme Court 
judgment encouraged much larger municipalities to 
consider MWN projects. All this interest and activity at 
the state level has prompted the U.S. Federal Government 
to initiate an overhaul of the Telecommunications Act 
of 1996 to address MWNs and other similar local-level 
broadband Internet access efforts. 

At the state and local level, there are also regulatory 
challenges for wireless. Kim (2007) suggests that more 

than 100,000 new cell sites are needed to meet future 
cellular phone growth alone. About half of these sites will 
require new towers because they are in rural areas where 
few suitable tall structures are available. Communities 
react negatively to such structures based on aesthetics, 
property values, and increasingly health concerns. Com-
munities then tend to enact local ordinance and zoning 
laws as deterrents or simply place projects on hold because 
they have no applicable laws. Kim suggests various solu-
tions such as co-location, use of public property, financial 
incentives, and pre-emptive federal laws. Any regional or 
national wireless infrastructure regardless of architecture 
(Wi-Fi, WiMAX or cellular) will require base stations 
arranged in some kind of cellular grid. However, there 
are no easy or regionally consistent solutions available  to 

deploy such stations. 

Standards. Standards are considered a universal good 
because they drive down prices and enable interoperabil-
ity. Yet, according to Pucker (2006) wireless standards are 
more complex because they: (a) commoditize technology, 
(b) create market alliances among participants, (c) allow 
one participant to embed their intellectual property into 
the standard for future gain, and, (d) block or postpone 
the introduction of a particular technology. There are 
more than 15 organizations that create standards at differ-
ent points in the wireless value chain and they exhibit all 
of the above characteristics. The end result is a prolifera-
tion of standards. Therefore, competition in wireless will 
not only occur over specific products or firms but also 
between groups of vertically or horizontally related firms 
that support particular standards (Pucker, 2006). Com-
petition over standards is healthy because the existence 
of a standards group indicates that there exists a business 
case for that particular configuration of technologies. 
Managers will therefore have to become aware of not only 
the technical merits of particular standards but also their 
“competitive” role in the industry. 

Applying the Model

The purpose of the five layer wireless 1.0 model is to 
enable managers to think about wireless in a holistic 

manner so that they can make informed decisions. Toward 
that end, the model represents a checklist of issues to 
consider. Each layer in the model should be considered a 
major question with the individual items within each layer 
providing secondary level questions. 

A relatively simple example and application is internal 
organizational deployment of wireless to enable Internet 
access for employees and customers. At the spectrum layer 

Key Competitive Environment Issues
The wireless value chain is fragile. New entrants can enter the industry relative-1. 
ly easily and can cause significant change and disruption. 
The tension between established telecommunication providers and innovative 2. 
new application users will increase. We will see more network blackouts and 
brownouts and legal action as a result of content users riding on the networks 
of established firms. 
Regulation and legislation will likely increase given the increasing interest in 3. 
ubiquitous Internet access and new issues such as “net-neutrality.”
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you will need to consider available channels (frequencies) 
and how they will be used. If you have major electronic 
interference issues in your area then the modulation 
scheme used by the vendor may have a major impact on 
your realized bandwidth. The modulation scheme may be 
a function of the chipset used at the device layer, which 
may impact quality of service decisions and guarantees at 
the management layer. Quality of service requirements will 
consequently impact the choice of architecture. For exam-
ple, WiMAX or cellular data may turn out to be superior 
to traditional Wi-Fi. Finally, the competitive environment 
at the fifth layer will indicate how to best source the prod-
uct and whether it makes sense to invest now or wait. 

A more complex example is a content provider such 
as a news organization that is considering the challenge of 
reaching customers that ignore traditional outlets such as 
print and TV. These customers instead consume informa-
tion in small doses through cellular data enabled smart 
phones while sitting on a train or video game consoles 
at home (e.g., the Nintendo Wii has a news channel 
enabled through Wi-Fi). For this kind of organization, 
the most important entry point in applying the model is 
to consider the competitive environment chipset manu-
facturers, hardware and software vendors, and service 
providers. These firms are potential partners, or the news 
organization may decide to control more of the value 
chain by integrating some of the elements together. If 
the goal is national rollout on a large scale then maturity 
of standards at the management level may influence the 
choice of wireless architecture. Further, experience with 
particular frequencies at the spectrum layer may help in 
determining the best partner or backhaul provider. The 
availability of partners will help decide on a hardware only 
custom solution versus a software client that operates on 
existing devices. The Amazon Kindle book reader device 
is an interesting example of a content distributor that has 
applied a systematic and holistic approach to wireless 1.0. 
The wireless connection is provided by Sprint but the end 
consumer never considers access issues or costs and only 
interacts with the distributor.  

A third application is the health care industry. The 
healthcare industry is complex and includes many stake-
holders who all need to interact. Consider doctors; they 
increasingly use wireless devices such as Smartphone’s to 
access reference material or to display information needed 
to make a diagnosis. For example, some firms are now 
marketing portable devices that can instantly display an 
X-ray in any location and with enough underlying band-
width that the images show at a usable resolution. These 
devices are used in multiple environments as doctor’s move 
from room to room and facility to facility. These environ-
ments can dramatically influence the availability of the 

wireless spectrum in terms of interference and reliability 
– the first layer of the wireless 1.0 model. Yet, the scope 
for creating new devices such as “electronic charts” that 
support mobile work is tremendous. These devices will 
however have to consider size, form factor, power draw, 
available chipsets, and all the other issues identified in 
the second layer of the wireless 1.0 model. Further, at the 
third management layer, the issues in terms of security and 
quality of service are even more important for healthcare 
related information.  The architecture issues at the fourth 
layer are just as critical especially in terms of interoperabil-
ity. Different healthcare facilities may end up supporting 
incompatible architectures that do not work with each 
other; this would result in chaos for doctors used to work-
ing in multiple hospitals and clinics. Finally, at the com-
petitive layer, given that the healthcare industry is large 
and seen by many as having access to immense resources; 
it is highly likely that the competition will be intense. It is 
entirely possible that vendors may create unique chipsets, 
hardware and software, services, and content, and compet-
ing standards to service the industry. The competitive 
pressures may end up dictating all the other elements of 
the wireless 1.0 model.  

The Future

What will wireless 2.0 look like? What are current and 
future challenges for wireless? In this section, we 

present a list of questions that will determine the future of 
wireless. 

What will future wireless devices look like? 
Will the iPhone grow into the Alan Kay “Dynapad” 

– a portable do everything communicator, computer, and 
entertainment device or will the future consist of many 
different wireless devices co-existing with each other and 
sharing information with each other? 

What will a ubiquitous wireless infrastructure look like?
Will large telecommunication firms deliver on a 

universal, low cost, high bandwidth, easy to use, and reli-
able ubiquitous national or international wireless infra-
structure? Or will other firms or governments who control 
different parts of the value chain seize the opportunity? 
Will this infrastructure be provided by one monopolistic 
firm or a collection of firms that will create standards to 
interoperate? 

Are highly integrated convergent wireless devices technically 
feasible?

Is it feasible to create a general purpose chipset that 
can be “tuned” to different frequencies? (Or an electri-
cal interface that allows swapping in one chipset for 
another). Without such a breakthrough, manufacturers 
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will be forced to use multiple chipsets in the same device, 
resulting in higher power draw, requiring larger batteries, 
larger form factors, interference problems, and longer and 
costlier development cycles. 

Is it feasible to create a design framework and application 
programming interface that affords developers the tools to 
build applications on top of highly integrated convergent 
wireless devices? 

Prior to the development of the browser, client server 
applications required development of versions for multiple 
computer and operating system architectures.  As the 
browser and other “write once – run anywhere” technolo-
gies were developed applications could run in a browser 
environment and run on multiple devices supporting 
multiple service levels.  There is no “write once – run any-
where” technology available which crosses the spectrum 
of wireless technologies.  The Google Android project is a 
promising start because it creates an abstraction layer that 
includes drivers for wireless architectures such as Blu-
etooth, and Wi-Fi (GSM will remain hardware depen-
dent), libraries to manage media and data, and a standard 
operating system level application framework. However, 
Android is a software only project which is still waiting for 
the hardware and chipsets to catch up. 

Is there demand for more wireless devices or highly integrated 
convergent devices? 

Will users accept and adopt complicated integrated 
wireless devices that do everything? Will they continue 
buying and using more and more wireless devices in 
general? Are there adoption and usage challenges that are 
unique to wireless devices? 

What is the impact of the extreme multitasking afforded by 
highly integrated convergent devices on user behavior and 
productivity? 

Will such devices increase or reduce productivity? 
Will users be able to take advantage of extreme multitask-
ing? 

What is the business model for manufacturing, selling, and 
maintaining wireless devices in the future?

The wireless value chain shows that there is no obvi-
ous industry or firm that has a unique advantage in the 
marketplace. Is a traditional large telecommunications 
service provider with a large infrastructure base, best 
qualified to be the front line of corporate and consumer 
use? Or are hardware and software firms better qualified 
and able to handle the challenges of producing compel-
ling applications? Will the killer application come from a 
content firm or be enabled and best imagined by a chipset 
manufacturer?  

Can the wireless spectrum be used and managed for greater 

good and impact? 
Are their faster and cheaper ways to manage spectrum 

and make it available to innovative new firms and ideas? 
Should new allocation schemes be created? Should spec-
trum allocation become privatized? 

What is the appropriate locus of research on wireless devices? 
Wireless devices enable mobility of people and ob-

jects, commerce, communication, entertainment, tracking, 
infrastructure avoidance, and distribution of computing 
power. What is the appropriate future locus of research on 
wireless devices? Concepts that sit between technology and 
use such as “mobile computing” or “mobile commerce” 
are useful for looking back and understanding applica-
tion and usage. However, since they are not tied directly 
to technology, they do not fully afford all the potential 
capabilities and constraints. In 2000, the hype about 
mobile e-commerce was very high with both industry 
analysts and academics proclaiming new paradigms and 
new frameworks for thinking about technology. Yet, the 
underlying usability and wireless connectivity options 
of cell phones and other related devices was poor, for all 
practical purposes mobile e-commerce was never realized 
as originally envisioned. However, usage of wireless devices 
has continued to explode. We need lively debate on the 
how to best build and study wireless. 

Conclusion

If one were to trace the trajectory of developments in 
wireless since the mid-nineteenth century, it is astonish-

ing how much progress has been made in so short a time. 
Each progressive generation of wireless technology has 
made unique and far-reaching contributions to enable 
business.  

As the lines between different kinds of networks blur, 
as different kinds of devices turn out to be essentially the 
same black box driven by different kinds of software and 
content, as seamless multi-device handoff and roaming 
become taken for granted we will enter into a new age of 
wireless. The changes may be conceptualized as a series 
of tensions that will pull wireless in different directions. 
The tensions include debates regarding centralization 
vs. decentralization, hardware vs. software, more vs. less 
regulation, network backbones that comprise the “real” 
network vs. peer-to-peer guerilla networks that piggy-back 
on the “real” network, growing existing architectures vs. 
making way for new architectures. 

To summarize, the contributions of this paper include 
(a) providing a comprehensive and comprehensible ana-
lytical model of Wireless 1.0, (b) generating new insights 
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on the emergence of the next generation of wireless op-
portunities and challenges, and (c) providing a model that 
managers and researchers can use to conceptualize and 
study wireless in the future.
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End Notes
1  When asked about wireless applications, about 

66% chose e-mail, the next most popular choice was CRM 
at about 30%. In contrast, 76% said that they adopted 
wireless to develop applications and uses. For more infor-
mation see Mandviwalla and Jain (2006). 

2  Radio waves are electromagnetic waves that 
travel through space as sine waves.  Data is encoded on 
to radio waves as zeros and ones by manipulating their 
basic characteristics such as amplitude and frequency. A 
sine wave varies over time and is repeated in cycles.  For 
each cycle the amplitude starts at zero, increases to its 
maximum positive value, returns to zero, and decreases to 
its maximum negative value before returning to the zero 
value. 

3  The table is based on the frequency allocations 
of the FCC Office of Spectrum Management (2003). The 
number of complete cycles in one second is the frequency 
and is measured in hertz (Hz) where 1 Hz is one cycle per 
second.  Wireless frequencies are typically measured in 
MHz (1 million cycles per second) or GHz (one billion 
cycles per second). 

4  A band is a block of frequencies, for example, 
the 2.4 GHz band ranges from 2400 MHz to 2483.5 
MHz. A band is typically divided into channels. For ex-
ample, the Bluetooth specification divides the 83.5 MHz 
bandwidth available in the 2400 to 2483.5 MHz range 
into seventy nine channels of 1 MHz each (some of the 
range is used for control purposes). The actual physical 
transmittal of data then occurs over one of these channels.

5  For example, a phenomenon known as tropo-
spheric ducting can bend a local signal due to changes in 
temperature and create a “duct” that will transmit over 
800 miles!

6  For example, amplitude modulation (AM) is the 
process of using a low voltage signal to represent a 0 and 
a high voltage signal to represent a 1. If the carrier wave 
operated at 1200 Hz, and noting that each hertz is equiva-
lent to one cycle per second, then the theoretical data 
transmission rate would be 1200 bits per second (BPS). 
However, this simplistic technique is not used by devices 
today. Transmission occurs at higher speeds because much 
more data is packed into the signal, for example, rather 
than varying the signal between two voltage levels, it could 
be varied among four voltage levels. Quadrature amplitude 
modulation (QAM) and quadrature phase shift keying 
(QPSK) are common modulation techniques and de facto 
standards.

7  For example, in frequency division multiplexing 
(FDM), different signals in a single channel are assigned 
different frequencies so that they avoid interference with 
each other. In time division multiplexing (TDM), mul-

tiple signals are given time slots within the same channel 
so that the channel can support multiple connections 
simultaneously.

8  Orthogonal frequency division multiplexing 
(OFDM) is increasingly used in wireless applications; a 
key characteristic of OFDM is that the carrier frequencies 
are chosen so that they are orthogonal to each other. The 
orthogonality of the signals resists interference and distor-
tion. 

9  The technically correct usage of the term band-
width is to refer to a range of frequencies. For example, the 
Bluetooth specification calls for a bandwidth of 83.5 MHz 
between 2400MHz to 2483.5MHz. Continuing with the 
technically accurate meaning, a bandwidth of 83.5MHz 
is wider and can pack in more data than a bandwidth of 
only 1MHz. In this paper, we continue with the common 
interpretation of bandwidth to mean the overall speed of 
transmission and assume it summarizes issues of frequency 
width, speed, density and so on.

10  Range is how far the device can operate from 
a base (see next section), power draw is the amount of 
electricity consumed during standby and while in use.

11  Modu has found an interesting way to overcome 
these challenges. Their “jacket” concept allows a single 
very small device to “wear” many different feature sets. See 
http://www.modumobile.com/ for more information. 

12  Omni-directional antennas broadcast a signal in 
all directions along the horizontal plane making it easier 
for users to access. However, Omni-directional antennas 
are inefficient because they radiate in all directions. Direc-
tional antennas broadcast a signal along a narrow corridor 
in one direction and are useful for relay purposes, e.g., to 
support point-to-point links to carry a signal over a long 
distance. Smaller antenna sizes typically require additional 
energy per bit to maintain reach. Similarly, if there are 
obstacles that absorb the signal, e.g., walls inside a build-
ing, then the signal needs more energy per bit to maintain 
reach.  New kinds of antennas are under development. 
Multiple/input multiple output (MIMO) refers to a set 
of approaches that increase the number of transmitting 
and receiving antennas to increase reliability, range, and 
achieve higher bandwidth.  The premise for MIMO is that 
the slight variations in which different antennas receive 
and transmit can be used to amplify signal strength or 
pack more data into channels. MIMO is considered very 
important in realizing higher wireless bandwidths (An-
drews et al., 2007).

13  This kind of sustained connectivity to a larger 
network is called a backhaul.

14  We use the term “management” here analogous 
to how the term “network management” is used, i.e., to 
refer to operational issues related to controlling, deploying, 
and securing wireless transmissions. 

15 The respondents were asked to identify issues 
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governing adoption and usage of wireless in their organiza-
tions. We received 82 responses, which represented a range 
of industries, size (about 40% had annual revenues greater 
than $100 million), spread around the world (about 45% 
were in North America). 

16  See Wakefield et al., 2007, chapter 1 for a sum-
mary of all the different standards groups.

17  QoS is the ability of a network to differentiate 
and prioritize between the needs of different traffic going 
through the channels. For instance, live video needs high 
priority (a gap delay would reduce the quality of the expe-
rience), whereas textual email usually needs lower priority 
(a few seconds delay is acceptable).

18  Encryption is a process whereby the content of 
a message is coded using an algorithm and a key. Even if 
some unauthorized entity listens to the message, they will 
not have the key code to unlock the message. Authentica-
tion is a process whereby the network is able to confirm 
that an entity using the network is authorized to do so.

19  Roaming is the movement of a client from one 
base station point to another without losing connectivity. 
Handoff refers to the process whereby different kinds of 
networks can pass signals to each other while maintaining 
the connection for the user and without requiring a new 
login.  

20   See Dekleva et al., 2007 for a trend analysis of 
wireless architectures.

21  The usable range of the radio signals is charted 
based on personal space (e.g., connect a cell phone to a 
Bluetooth headset), a building such as a home or office, 
a set of buildings or campus, metropolitan area, and a 
geographic region. The application of the architecture is 
charted based on transactional data (mostly text), graphi-
cal data that is the norm on websites, audio applications 
such as two-way calls, and video streaming and conferenc-
ing.

22  The internet is packet switched and the need to 
interoperate with the internet will ensure that all future 
wireless networks look like packet switched networks. 
Packet switching is when the data is divided into small 
packets at the source, transmitted separately, and then 
reassembled in the correct order at the destination. If there 
are multiple paths between the source and destination, 
then different packets may take different paths to get to 
the destination. Sometimes, packets will get destroyed or 
corrupted en route and the destination will re-request the 
missing packets from the source. All of this happens fast 
enough that in most cases, the end-user at the destination 
will be able to receive complete information in near real-
time conditions. Standard telephony and cellular voice 
is circuit switched because a dedicated connection is set 
up between two speakers. However, two speakers talking 
over the telephone use only a tiny fraction of the connec-
tion’s capacity. During such a conversation, information is 

transmitted one-way most of the time (wasting at least half 
the capacity of the connection’s two-way transmission ca-
pabilities), and the carrying capacity of such a connection 
far outstrips the capacity required to carry human voice. 
The advantage of a dedicated connection is very little delay 
in the conversation as compared to packet switching.  .

23  Wi-Fi security was originally implemented using 
a standard called wireless equivalent privacy (WEP). How-
ever, WEP is inadequate and was eventually followed by the 
much more secure Wi-Fi Protected Access (WPA2). WPA2 
is based on the IEEE 802.11i standard but was introduced 
by the Wi-Fi alliance prior to final approval in response to 
market needs.

24  Mesh networks have dynamic path configura-
tions and are self-healing. If one node fails, transmission 
can take place along alternative paths. Further, if there is 
spare capacity in some part of the network, the network 
can re-route packets along that part, thereby balancing 
itself.

25  WiMAX uses an adaptive scheme so that users’ 
bandwidths can be increased (or decreased) to compen-
sate for conditions such as noise or low signal strength. 
It is difficult for the small antennas in mobile devices to 
capture a long wavelength signal effectively. WiMAX’s 
adaptive bandwidth allocation scheme makes it possible to 
use wider bands when a device is stationary and narrower 
bands when the device is in motion. All WiMAX base 
stations are required to include dedicated processors so 
that security-related processing does not adversely affect 
transmission.

26  See Estache et al., 2006 for a summary of the 
impacts of regulations at the national and social levels.
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Appendix I
There is no one source that provides reliable and comparable data on real world wireless usage. We had to create 

estimates using small real world tests or by integrating many different sources. The numbers in Table 3 are provided in a 
range. The lower number is based on typical poor conditions and the higher number is based on typical good conditions. 
We do not report theoretical maximum or minimum numbers. Further all the numbers are reported from the client 
device perspective or what is known in telecommunications as consumer presence equipment (CPE). For example, in 
cellular, power draw would be very different for a cell phone vs. the access tower. We focus only on the client (cell phone) 
numbers. 

We focused on the following versions of the specific architectures. The numbers reported in the Table are averaged 
across the versions listed below. 

Cellular: 2.5G and 3G architectures (GPRS, EDGE, UMTS, HSPDA, and EV-DO)•	
Wi-Fi: 802.11b, 802.11g, and 802.11n•	
WiMAX: 802.16e•	
Bluetooth: Class 1 and 2•	
RFID: Passive or semi-passive tags used for tracking packaged goods. •	

Range
The correct concept for assessing range is propagation. Propagation refers to how well and how far a wireless signal 

can travel between nodes. However, we were more interested in what is commonly known as “range” – i.e., what is the 
typical best and poor distance that a signal can travel to a client device using each of the respective architectures. The low 
number in the table is thus a typical poor distance followed by a typical good distance. We created the following two 
conditions for assessing range:

Under ideal conditions which include flat terrain, no buildings, low population density, low volume, ideal environ-1. 
mental conditions, what is the maximum distance that the frequencies and architectures can reach? 
Under poor conditions which include hilly terrain, steel and concrete structures, high population density, high 2. 
volume usage, what is the best distance? 

Additional sources included:
Bluetooth: http://bluetooth.com/Bluetooth/Technology/Basics.htm#5•	
Wi-Fi: http://www.wi-fi.org/retailer_technical-information.php•	

Bandwidth
The correct term for what we report in the table is throughput. However, consistent with popular usage we report 

data rates and throughput using the term bandwidth. The reported ranges are an approximation where the low number is 
based on typical poor conditions, and the high number is based on typical good conditions. The numbers were estimated 
after assessing the results of the following questions:

What is the maximum theoretical data rate in bits per second possible for the following frequencies and architec-1. 
tures? Assume ideal “laboratory” theoretically perfect conditions including flat terrain, no buildings, low population 
density, low volume, and ideal environmental conditions.  Please ignore historical usage precedents. For example, 
the medium frequency band has been used for AM radio with low data rates. Assume you have full control over 
that frequency range and within reason can blast a powerful signal on that frequency range. Also assume (if you 
need to) you can spec your own chipset design to get the best data rate.  
What is a “reasonable” “real world” data rate in bits per second for the following frequencies and architectures? As-2. 
sume real world conditions such as typical interference from other signals, obstructions, urban environment, high 
population density, varying environmental conditions.  

Power draw
The range is based on idle (low), typical, and high usage. It was calculated by evaluating the specifications of compo-

nents available at electronic component distributors including Mouser Electronics (http://www.mouser.com/), Digi-Key 
Corporation (http://www.digikey.com/), and Newark (http://www.newark.com/). For each architecture, components 
from well known manufacturers were examined based on the following questions and guidelines:
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What is the minimum and maximum power usage 1. 
requirement in milliwatts for each architecture? 
Please answer this question from the user device 
perspective. 
We don’t care about the power requirements for the 2. 
towers/routers/nodes that the user devices will con-
nect to.
We need a range for each architecture so that read-3. 
ers can distinguish the power requirements among 
the different architectures. We understand that the 
answer for each architecture will vary based on the 
available specific chipset and other device specific 
parameters. So if needed, pick the most well known 
or popular chip set as a reference and cite that. If 
you do pick a chipset please include a discussion of 
whether the power requirements can be reduced over 
time through improvements in chipset design and 
what the theoretical minimum could be. 

Additional sources included:
Wi-Fi: http://www.rfcafe.com/references/electrical/•	
wireless_comm_specs_new.htm
Bluetooth: http://bluetooth.com/Bluetooth/Tech-•	
nology/Basics.htm (we combined numbers for Class 
1 and Class 2 devices)
RFID: Wireless Dynamics at http://www.sdid.com/•	
products.shtml. The numbers for RFID were esti-
mated using a specific reader/writer and an active tag 
(i.e., powered tag). 
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Appendix II

Specification Description

802.11k Improved network optimization.  

802.11r Fast handoff - maintains user authentication so that the connection is main-
tained each time the user roams from one base station to another. expected in 
2008.  

802.11s Mesh networking standard (see below). expected in 2009. 

802.11u To internetwork with external networks such as cellular. expected in 2009. 

802.11v Wireless Network Management - defines common commands and protocol mes-
sages for the management of large scale networks. expected in 2009. 

802.11w Protected Management Frames - Protects against network disruption caused by 
malicious systems. expected in 2008.

Table 1: Upcoming Wi-Fi Improvements
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